SEPTEMBER 13-14, 2011 FULL LNPA WORKING GROUP ACTION ITEMS ASSIGNED:

NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:
· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL
· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL
· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL
· ALPHA CHARACTERS INDICATE WHETHER ACTION ITEM WAS ASSIGNED TO APT (“APT”) OR FULL LNPA WG (“LNPAWG”)
· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER

NEUSTAR ACTION ITEMS:

No Action Items were assigned to Neustar during the September 13-14, 2011 LNPA WG meeting.

BONNIE JOHNSON (INTEGRA) ACTION ITEMS:

091311-LNPAWG-01:  Bonnie Johnson, Integra, will pull a sub-team together to discuss
development of a proposed Best Practice related to the end user contacting the Old Service Provider to cancel their port request.  The following volunteered to assist Bonnie in the discussion:  
Jan Doell (CenturyLink)
Barb Hjelmaa (Brighthouse)
Tim Kagele (Comcast)
Linda Peterman (Earthlink)
Gary Sacra (Verizon) 

GARY SACRA (VERIZON AND LNPA WG CO-CHAIR) ACTION ITEMS:

091311-LNPAWG-02:  Gary Sacra, LNPA WG Co-Chair, will revise the proposed Best
Practice on “Stolen Numbers” as follows per agreements reached at the September 2011 LNPA WG meeting:	

1. Change “carrier” and “provider” in the last paragraph to “Service Provider.”
2. Insert “Upon request” at beginning of last sentence.
3. Change “their” to “its” in last sentence.
4. Change “correct” to “rightful” in last paragraph.
5. Add “telephone” before instances of “number” in document.
6. Swap the order of the last two paragraphs.
7. Accept all revisions and incorporate this proposed Best Practice in the overall Best Practice document.

NOTE:  Refer to attached v8 of the proposed Best Practice for revisions agreed to at the September 2011 LNPA WG meeting.

							
091311-LNPAWG-03:  Gary Sacra, LNPA WG Co-Chair, will contact TNS to determine
 	if they will agree to close PIM 64, which is related to NANC Change Order 423.

091311-LNPAWG-04:  At the direction of the LNPA WG at the September 2011 LNPA
WG meeting, Gary Sacra, LNPA WG Co-Chair, will send a request to the NAPM LLC for a Statement of Work (SOW) from Neustar on the attached NANC Change Order 446.

				
	NOTE:  This Action Item was completed on September 19, 2011.

SERVICE PROVIDER ACTION ITEMS:

091311-LNPAWG-05:  All Service Providers are to review the attached PIM 53
(Inadvertent Port) Contact List and provide any missing or updated contact information to the LNPA WG Co-Chairs by October 31, 2011.  The Co-Chairs e-mail addresses are: gary.m.sacra@verizon.com (Gary Sacra), paula.jordan@t-mobile.com (Paula Jordan), and lpeterman@onecommunications.com (Linda Peterman). 


		

ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA WG MEETINGS:

NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:
· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL
· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL
· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL
· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER
 
031511-04:  Paula Jordan, T-Mobile and LNPA WG Co-Chair, and Jason Lee, Verizon,
and Teresa Patton, AT&T, and Tracey Guidotti, AT&T, will document in LNPA WG Best Practice 30 requirements for ICP during the permissive dialing period for NPA splits.  This will be reviewed and discussed at the May 2011 LNPA WG meeting.

September 13-14, 2011 meeting update:  Item remains Open.

051011-01:  Neustar will develop a proposed Change Order related to NPAC support of
 	IPv6, to be sponsored by AT&T Mobility.

September 13-14, 2011 meeting update:  Item remains Open.

071211-LNPAWG-03:  Teresa Patton (AT&T), Barb Hjelmaa (Brighthouse), and Bob
Bruce (Syniverse) will form a sub-team to develop a draft One-Day Porting Lessons Learned document, including a proposed process for addressing non-compliance to future regulatory mandates.  The sub-team will be led by Teresa Patton (AT&T).  Anyone wishing to join the sub-team should contact Teresa at teresa.j.patton@att.com.

September 13-14, 2011 meeting update:  Item remains Open.

071211-LNPAWG-09:  Gary Sacra, LNPA WG Co-Chair, will update the NP Best
Practices document as follows, to reflect changes agreed to at the July 2011 LNPA WG meeting:

1. Remove PIM documents from the Best Practices and insert links to PIMs when the updated NPAC website is up and running.
2. Shorten title of Best Practice 59 and move other text to Decisions/Recommendations section.

September 13-14, 2011 meeting update:  Item remains Open.

071211-LNPAWG-10:  Regarding the attached proposed revision to Best Practice 33,
Deb Tucker, Verizon Wireless, will introduce an issue at the OBF’s Local Ordering Task Force (LOTF) to address this item.

				

September 13-14, 2011 meeting update:  Item remains Open.
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NANC TBD446, Pending SV Interference, (draft 1V2)

Origination Date:  6/15/2011

Originator:  Neustar

[bookmark: _Toc72227019]Change Order Number:  NANC TBD446

Description:  Pending SV Interference when Creating Pooled Block

Functionally Backward Compatible:  Yes



IMPACT/CHANGE ASSESSMENT

		FRS

		IIS

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		Y

		Y

		Y

		N

		Y

		N

		N







Business Need:

The NPAC design provides that a pooled block cannot be created if a pending SV exists.  (This rule applies only when the pending SV is for a telephone number that is not already an active SV record within that 1K block.)  If the Service Provider donating the block has created intra-SP ports for its working numbers in the block, this problem does not occur.

The dynamic nature of number porting activities and the rigid requirements that "pending blocks" cannot be created if pending SVs exist cause unnecessary churn and introduce unnecessary service risk.  [In this Change Order, the term "pending block" refers to the NPA-NXX-X (aka "DashX") that is created in preparation for the subsequent activation of a pooled block.  The "pending block" record is network-level data item and has no SV-level records associated with it.]

This change order eliminates the unnecessary churn/service risk and improves operational efficiency.



Description of Change:

The proposed change order modifies the NPAC to allow pending pooled blocks to be created even when pending SVs exist (without an underlying active SV) within that 1K block, but only for the case where the code-owner and block-owner SPIDs are the same (an internal review of NPAC data indicates the problem overwhelmingly occurs for the case code-owner SPID and the block-owner SPID are the same).

Where the code-owner's SPID and the block-owner's SPID are be the same, and thus the block may have far more than 10% of its numbers working, it may not be feasible to cancel pending SVs, intra-SP port those numbers, and only then recreate the pending SV.  Alternatively, NPAC personnel must work with the SPs involved in those pending ports to request that the pending SVs be either activated or cancelled in order to permit creation of the pending block.  Thus the interference of pending SVs with the creation of pooled blocks introduces delay and creates unnecessary work for the NPAC and the Service Provider community.

Because this change is problematic for a non-EDR LSMS, the feature would be toggled off in a region containing a non-EDR LSMS.




FRS:

RR3-86	Addition of Number Pooling NPA-NXX-X Holder Information – Check for Pending-Like No-Active SVs

NPAC SMS shall reject the request and issue an error message to the NPAC personnel at the time of NPA-NXX-X Creation, if there are any TNs within the 1K Block of that NPA-NXX-X, or in a 1K Block of the corresponding old/new NPA-NXX-X belonging to an NPA-NXX scheduled for or currently in an NPA split, that contain an SV, with a status of pending/conflict/cancel-pending/failed, and where a currently active SV does NOT exist, for the given TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value.  (Previously N-100)

RR3-147	Addition of Number Pooling Block Holder Information – Check for pending-like SVs for NPAC Personnel

NPAC SMS shall reject the request and issue a unique alarmable error message to the NPAC personnel at the time of Block Creation for an NPAC initiated request, from the NPAC Administrative Interface, if there are any TNs within the 1K Block, that contain an SV, with a status of pending/conflict/cancel-pending/failed, and where a currently active SV does NOT exist, for the given TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value.  (Previously B-190)

RR3-148	Addition of Number Pooling Block Holder Information – Error Message to SOA for pending-like SVs

NPAC SMS shall reject the request and issue an error message to the SOA at the time of Block Creation from the SOA via the SOA to NPAC SMS Interface, if there are any TNs within the 1K Block, that contain an SV, for a given TN in the 1K Block, with a status of pending/conflict/cancel-pending/failed, and where a currently active SV does NOT exist, for the given TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value.  (Previously B-210)





IIS:

Modify B.4.3.1, Service Provider NPA-NXX-X Create by NPAC SMS, last paragraph of step 1.

The NPAC SMS rejects the request if any subscriptionVersionNPAC objects exist with a status of pending, conflict, cancel-pending or failed for a TN specified by the serviceProvNPA-NXX-X-value and an active subscriptionVersionNPAC object does not exist for that TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value, or the subscription version is a Port-To-Original request.



Modify B.4.3.5, Service Provider NPA-NXX-X Create by NPAC SMS for Pseudo-LRN, last paragraph of step 1.

The NPAC SMS rejects the request if any subscriptionVersionNPAC objects exist for a TN specified by the serviceProvNPA-NXX-X-value in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value.



Modify B.4.4.1, Number Pool Block Create/Activate by SOA, last bullet of second-to-last paragraph of step 1.

There are no subscription version objects within the given TN range with a status of pending, conflict, cancel-pending or failed (“pending-like”) and no active subscription version for that TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value. If the condition fails, error returned is ‘invalid-subscription-versions’.



Modify B.4.4.2, Number Pool Block Create by NPAC SMS, last bullet of second-to-last paragraph of step 1.

There are no subscription version objects within the given TN range with a status of pending, conflict, cancel-pending or failed (“pending-like”) and no active subscription version for that TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value. If the condition fails, error returned is ‘invalid-subscription-versions’.





GDMO:

Behavior description for Number Pool Block and NPA-NXX-X.  (modified in yellow).



-- 30.0 Number Pool Block NPAC Data Managed Object Class

--

numberPoolBlockNPAC MANAGED OBJECT CLASS



numberPoolBlockNPAC-Behavior BEHAVIOUR

    DEFINED AS !

        An object creation attempt will be rejected by the NPAC SMS if

        any subscription versions exist with a status of pending,

        conflict, cancel-pending or failed ("pending-like") for a TN implied

        by the NPA-NXX-X value and an active subscription version object does

        not exist for that TN in cases where the Code Holder SPID and the

        Block Holder SPID are NOT the same value.



-- 31.0 Service Provider NPA-NXX-X Data Managed Object Class

--

serviceProvNPA-NXX-X MANAGED OBJECT CLASS



serviceProvNPA-NXX-X-Behavior BEHAVIOUR

    DEFINED AS !

        An object creation attempt will be rejected by the NPAC SMS if any

        subscription versions exist with a status of pending, conflict,

        cancel-pending or failed ("pending-like") for a TN implied by the

        NPA-NXX-X value and an active subscription version object does not

        exist for that TN in cases where the Code Holder SPID and the Block

        Holder SPID are NOT the same value, or the subscription version is

        a port-to-original request.  Additionally, an object creation attempt

        will be rejected by the NPAC SMS if, the date of the

        serviceProvNPA-NXX-X-EffectiveTimeStamp is NOT greater than or

        equal to BOTH current date AND the NPA-NXX Live Timestamp.





ASN.1:

No change required.





M&P:

TBD



Page – 1


image3.emf
PIM 53 Service  Provider Contact Updated.doc


PIM 53 Service Provider Contact Updated.doc
PIM 53 SERVICE PROVIDER CONTACT NUMBERS/SITES

NOTE:  These contact numbers/sites are to be used by other providers to contact the applicable service provider to address PIM 53-related issues.  (Inadvertent Ports)

		SERVICE PROVIDER

		CONTACT NUMBER/SITE

		



		BellSouth

		888-285-6123 for wireless providers

800-773-4967 for wireline providers


http://www.interconnection.bellsouth.com/wholesale_markets/index.html 




		



		AT&T Mobility

		888-898-7685   Port Admin Center  (PAC) 


Or 


Lonnie.keck@att.com

		



		CenturyLink

		Please contact your CenturyLink Wholesale Account Service Manager

		



		Sprint Nextel

		legacy Sprint   866-625-6692  


legacy Nextel  877-229-3300

		



		Telcove

		http://www.TelCove.com/contact.asp

or


866-TelCove (835-2683)

		



		T-Mobile

		877-789-3106


or


NTCMail@t-mobilesupport.com

		



		Verizon

		617-725-2934

		



		Verizon Wireless

		PortCenterICR@verizonwireless.com 


or

Sara.Hooker@verizonwireless.com



		



		Verizon Business

		800-207-7506


c-ernesto.cabaneros@verizonbusiness.com



		



		Bright House Networks

		813-387-3699


Or


Support@bhnis.com

		



		CINCINNATI BELL WIRELESS

		877-595-2229


Or


CBW_WLNP_CARE@cinbell.com
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Best Practice Language “DRAFT” for discussion:

Best Practices Document

		Item Number

		33



		Topic: 



		End User Validation Porting Guidelines



		Date Logged 

		3/16/2004



		Date Modified

		4/25/2011





		Related Regulation / Document Ref

		FCC 07-188, 09-41 and 10-85





		Background





























		When wireless number porting began on November 24, 2003, alphanumeric validation fields quickly became recognized as the top contributor to porting fallout.  Many wireless carriers participated on weekly WNP steering committee calls to reach consensus on how to continue to do proper validation but still reduce fallout significantly.  The result of these calls was that most of the carriers involved agreed to only use numeric validation fields (on simple ports).  In doing so, fallout was significantly reduced.  Attached is the original BP 33.







		Related Issue

		With the implementation of one-day porting for Simple Ports in accordance with FCC Orders 09-41 and 10-85, the FCC mandated  that service providers use the 14 fields described in the Order – and only those 14 fields – to accomplish a simple port.  The 14 fields are: (1) Ported Telephone Number; (2) Account Number; (3) Zip Code; (4) Company Code; (5) New Network Service Provider; (6) Desired Due Date; (7) Purchase Order Number; (8) Version; (9) Number Portability Direction Indicator; (10) Customer Carrier Name Abbreviation; (11) Requisition Type and Status; (12) Activity; (13) Telephone Number (Initiator); and (14) Agency Authority Status.  Of these 14 fields only three (1) Ported Telephone Number, (2) Account Number, (3) Zip Code are relevant to end user verification. The Commission has stated, “the porting-out provider may not require more information from the porting-in provider than is actually reasonable to validate the port request and accomplish the port.”  Furthermore in FCC 07-188 the FCC stated at paragraph 2: 


“we conclude that LNP validation should be based on no more than four fields for simple ports (i.e., wireline-to-wireline, wireless-to-wireless, and intermodal ports), and that those fields should be: (1) 10-digit telephone number; (2) customer account number; (3) 5-digit zip code; and (4) pass code (if applicable).”



The industry recognizes that additional fields , including name and parts of the address, are necessary for end user validation of complex ports; however what is considered reasonable within these fields needs clarification.  Consensus needs to be reached on what is reasonable to validate the port request and accomplish the port for complex ports. 



It is unreasonable for carriers to require exact matches such that characters like spaces, periods, and dashes are part of the validation.  It is also unreasonable to require exact matches for upper case vs. lower case.



Examples that should all validate as a reasonable match include:

	

· Mr John Q Smith vs. Mr. John Q. Smith vs. John Smith vs. JOHN Q SMITH vs. John Q Smith vs. john  smith vs. Jon Smith vs. Jonathon Smith vs. J. Smith

· NASHVILLE vs. Nashville vs. nashville









		Recommended Change to Requirements? 

		

See below.



		Submitted by

		 LNPA WG



		Decisions / Recommendations

		It is the position of the LNPA WG that end user validations must be reasonable. 



The recommendation is that in addition to the four customer specific fields already allowed by the FCC for simple ports, complex ports could also be validated on Last NameService Address Number and State.  It is strongly recommended that Service Providers use the least amount of end user specific data necessary for port request validation.  Furthermore, Service Providers who already validate on less than the six fields listed below should not change their validation to include additional requirements. Other fields that are populated on the request will not have to match in order for the end user validation to pass.



(1)  Ported Telephone Number is Active

(2)  Account Number

(3)  5 digit Zip Code

(4)  Last Name (not case sensitive) Service Address Number (SANO)

(5) State (2 alpha characters)

(6) Pass code (if applicable)
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WIRELESS NUMBER PORTABILITY OPERATIONS TEAM (WNPO)



CONTRIBUTION FORM



Issue Number _4-11_____ (assigned by co-chair) 



CONTRIBUTION TITLE:  Wireless Porting Best Practices Guidelines



If this contribution relates to an existing open issue or PIM, FORT, OBF issue please identify that issue or PIM number: _______



SOURCE:

Name

:  Deborah Stephens






Company
:  Verizon Wireless



Address
:  300 River Rock Blvd





   Murfreesboro, TN  37128






Phone number
:  615-372-2256






e-mail address
:  deborah.stephens@verizonwireless.com



Co-Contributor(s):  
Wendy Wheeler, Alltel



CONTACT:

Name

: same as above






Company
: 



Address
:






Phone number
: 






e-mail address
: 


DATE:


3/16/2004



ABSTRACT:
Carriers participating in wireless number portability since November 24, 2003 experienced significant fallout using numerous alphanumeric validation fields.  As a result, many wireless carriers participated on weekly calls to come to consensus on how to continue to do proper validation to reduce the fallout by using numeric validation fields only (on simple ports).  This contribution documents industry validation guidelines agreed upon during the weekly calls for wireless to wireless porting.



CONTRIBUTION: 




Detailed description of the issue, alternative solutions, and recommended solution.



I    Introduction:


When wireless number porting began on November 24, 2003, alphanumeric validation fields quickly became recognized as the top contributor to porting fallout.  Many wireless carriers participated on weekly WNP steering committee calls to come to consensus on how to continue to do proper validation but still enable a significant amount of fallout reduction.  The result of these calls was that most of the carriers involved agreed to use numeric validation fields only (on simple ports).  In doing so, fallout was significantly reduced.



II   Discussion & Alternative Solutions:



These carriers believe that the additional alphanumeric validation fields, such as name and address, resulted in:



1. Increased fallout



2. Increased costs to the carriers



3. Increased head counts in the port support centers



4. Longer porting times.



Longer porting times resulted in:



1. Customer dissatisfaction with both carriers



2. Longer “partial service” time periods



3. Longer periods where the E-911 call back number is an issue



4. Overlapping billing periods.



.  



III Recommendation:



Customer ports should be verified by the following validation fields:



1. MDN



2. Social Security Number OR Account Number OR Tax ID number (for business accounts)



3. 5 Digit Zip Code*


4. Password or pin (where applicable)



Furthermore, these elements should:



1. Not be punctuation sensitive



2.   Not be case sensitive



3.   General rules around social security or account number should be:



· If only one is provided, validate if the one provided is correct and do not require both.



· If both are provided, validate on only one even if the other is incorrect.



These recommendations  were found to be “best practices”  for carriers already participating in wireless number portability.  



*Update 4/27/2004



Additional calls were held in April, 2004 with the top carriers agreeing to remove the validation of zip codes.  Please note that these “best practices” do not in any way change the WICIS process of obtaining customer information and fully populating the WPR (Wireless Port Request).


Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a



basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically



reserve the right to add to, amend, or withdraw its contents.
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[bookmark: _GoBack]

Stolen / Fraudulently Acquired Numbers 

LNPA WG Best Practice



This Best Practice addresses Stolen Numbers which are telephone numbers that are ported away from subscriber(s) to whom the telephone number was legitimately assigned, where the party that ported the telephone number is unknown to the legitimate subscriber and where the porting party did so to facilitate the sale or acquisition of the telephone number.  A Stolen Number differs from a Disputed Port in that a Disputed Port involves two parties who have a relationship, e.g., spouses, partners, employer and employee, whereas in a Stolen Number, no such relationship exists.  

Due to the recent increase in challenges associated with attempts to steal telephone numbers and such telephone numbers being ported, the LNPA WG developed the following Best Practice.  

The Service Provider requesting the return of a telephone number due to its theft or fraudulent acquisition is responsible for verifying the rightful subscriber.  Upon request, the Service Provider requesting return of the telephone number must provide sufficient documentation to prove that its subscriber is the rightful subscriber and assignee of the telephone number. 

Once the Service Providers have verified that a subscriber’s telephone number has been “stolen,” the telephone number should be returned to the original subscriber/Service Provider within the same business day but not to exceed 24 hours.


